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Abstract  

This study aims to identify the opportunities and challenges faced by Islamic banking in the digital era and to formulate 
strategic measures for its development. The research employs a library research approach. The findings indicate that 
digitalization provides significant opportunities for Islamic banking to enhance operational efficiency, expand financial 
inclusion, and promote innovation in products based on Sharia principles. However, several challenges remain, 
including limited Sharia digital literacy, cybersecurity threats, a shortage of human resources with competencies in 
both technology and Sharia, as well as the need for adaptive digital regulations and fatwas. To address these challenges, 
this study recommends several strategic initiatives, including the development of a digital transformation roadmap, 
strengthening infrastructure and cybersecurity, improving digital literacy, developing Sharia-oriented digital human 
resources, and enhancing collaboration between Islamic banks and fintech institutions. and harmonizing regulations 
and fatwas with technological developments. The study concludes that the success of digital transformation in Islamic 
banking largely depends on the synergy between technology, Sharia principles, and strong regulatory support, in order 
to realize an inclusive, efficient, and sustainable Islamic financial system in the digital age. 
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1. INTRODUCTION  

The Fifth Industrial Revolution (Industry 5.0) marks a new era that emphasizes the 

integration of advanced technology with human values. Within this landscape, the global economy 

has undergone a significant shift through the penetration of digital technologies across various 

sectors, including Islamic finance. Developments such as artificial intelligence (AI), blockchain, 

the Internet of Things (IoT), and big data have not only transformed the way humans work but 

have also reshaped the architecture of economic systems toward greater adaptability, efficiency, 

and inclusivity (Nurhayati & Julina, 2025). 

Islamic economics has significant potential to develop in the digital era due to its emphasis 

on justice, transparency, and sustainability, as reflected in the rapid growth of the global Islamic 
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finance sector. However, realizing this potential requires digital transformation to enable Islamic 

financial services to reach unbanked and underbanked populations. In Indonesia, despite having 

the largest Muslim population, the development of a digital Islamic economy continues to face 

major challenges, including low levels of Sharia digital literacy, limited penetration of Islamic 

fintech compared to conventional fintech, and insufficient digital infrastructure that supports 

Sharia-compliant services. (Nurhayati & Julina, 2025). 

Hence, innovative strategies are required to synergize modern technology with Islamic 

principles to strengthen the national halal financial ecosystem. This phenomenon creates an urgent 

need for systematic transformation in the delivery of Sharia financial services through digital 

approaches. Innovations such as Islamic mobile banking, halal e-wallets, Sharia crowdfunding, and 

Islamic contract-based smart contracts represent potential solutions to meet the needs of digital 

Muslim generations who demand speed, convenience, and compliance with Sharia principles 

(Abdel Mohsin & Muneeza, 2018). 

Theoretically, the process of technology adoption in Islamic economics can be analyzed 

through Rogers’ Diffusion of Innovation Theory, which emphasizes that innovation adoption is 

influenced by perceived relative advantage, compatibility, complexity, trialability, and observability 

(Everett M. Rogers, 2024). In the context of digital Islamic finance, public perception of the 

compatibility of innovations with Islamic values becomes a crucial factor in determining the 

success of transformation. Furthermore, the Technology Acceptance Model (TAM) by Davis provides 

a framework for understanding user behavior in technology adoption. When applied to Islamic 

fintech, two main factors—perceived usefulness and perceived ease of use—determine whether technology 

will be widely accepted by Muslim consumers (Nurhayati & Julina, 2025). Integrating these models 

with Sharia values is essential to ensure successful digitalization. 

In Islamic economics, the normative foundation cannot be separated from maqāṣid al-

sharī‘ah—the objectives of Islamic law, which encompass the protection of faith, life, intellect, 

progeny, and wealth. Therefore, digital transformation in Islamic finance must aim to support the 

realization of these objectives, not merely to achieve efficiency or profitability.  

For example, innovations such as digital zakat and blockchain-based waqf can enhance 

transparency and accountability in the management of Islamic social funds. In addition to 

accelerating financial inclusion, digitalization strengthens the integrity of the Islamic financial 

system. Technologies such as smart contracts based on murabahah or ijarah agreements can 
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minimize fraud and gharar (uncertainty) in transactions. Moreover, these technologies can be used 

to build an interconnected halal ecosystem among industry stakeholders, from producers and 

distributors to institutions. 

Nevertheless, the regulatory and ethical challenges of digital transformation within the 

Sharia context should not be overlooked. The introduction of technology must be accompanied 

by clear regulations and contemporary fatwas that adapt to digital developments. Collaboration 

between regulators, academics, and industry players is crucial in establishing governance 

frameworks consistent with Islamic principles. Therefore, digital transformation in Islamic 

economics is not merely a technological choice but a strategic component in strengthening the 

resilience, independence, and competitiveness of the Muslim economy (Nurhayati & Julina, 2025). 

The evolution of digital technology has also reshaped various economic systems. The 

massive changes are particularly evident in digital-based enterprises seeking to reform their 

business models fundamentally (Dita Zakia Rahmah Siahaan, 2023). 

Digital transformation has revolutionized the global financial services sector, including 

Islamic banking, which now faces an urgent need to integrate financial technology (fintech) to 

enhance efficiency and competitiveness (Latifah et al., 2023). Amid this rapid technological 

penetration, Islamic financial institutions face challenges in maintaining compliance with Islamic 

legal principles that prohibit riba (interest), gharar (excessive uncertainty), and maysir (gambling). 

Although the adoption of Sharia-compliant fintech has increased, disparities in Sharia literacy and 

technological capacity remain significant barriers to effective implementation in accordance with 

maqāṣid al-sharī‘ah. This situation raises concerns about potential deviations from Islamic financial 

ethics due to weak regulatory oversight and limited understanding among both consumers and 

service providers (Muslim & Hidayat, 2025). 

Digital transformation has become a dominant force reshaping the global financial industry 

over the past two decades. Developments in information and communication technology have 

triggered waves of financial innovation—ranging from electronic payments and peer-to-peer 

lending to crowdfunding and crypto assets. This phenomenon extends beyond conventional 

sectors to Islamic finance, which now faces the challenge of staying relevant and competitive 

amidst digital disruption. In Indonesia, the digitalization of financial services has been reinforced 

by Law No. 4 of 2023 on the Development and Strengthening of the Financial Sector (P2SK Law), 
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which promotes the development of an inclusive digital financial ecosystem, including those based 

on Sharia principles (Siti Ropiah, 2025). 

Islamic banking has undergone significant development in line with advances in digital 

technology. Digital transformation has not only improved operational efficiency but also reshaped 

how Islamic banks interact with customers and deliver services in accordance with Sharia 

principles. The adoption of digital technologies enables Islamic banking institutions to respond to 

global market dynamics through more effective risk management and continuous innovation in 

products and services tailored to increasingly complex customer needs. (Hera Susanti, 2024). 

In Indonesia, strong support from a predominantly Muslim population and regulatory 

measures such as Financial Services Authority Regulation (POJK) No. 13/POJK.02/2018 have 

encouraged Islamic banks to intensify their adoption of digital technology to enhance financial 

inclusion and literacy. The synergy between institutions such as Bank Syariah Indonesia (BSI) and 

Islamic fintechs—such as ALAMI—illustrates the vast potential for expanding services, 

particularly for micro, small, and medium enterprises (MSMEs). However, these efforts also face 

significant challenges: compliance with Sharia principles, cybersecurity risks, digital literacy among 

customers, the need for skilled human resources, and the maturity of regulatory frameworks 

remain critical issues. Consequently, the success of digital transformation in Islamic banking 

depends heavily on strong collaboration among regulators, banking institutions, and fintech 

players (Delima & Fadhillah, 2023).  

Although numerous previous studies have examined digital transformation in Islamic 

economics and finance, most of the existing literature remains partial in scope, focusing separately 

on technological aspects, regulatory issues, or the general adoption of Islamic fintech. These 

studies tend to emphasize the impact of digitalization on financial service efficiency or technology 

adoption levels, without comprehensively analyzing the interrelationship between opportunities, 

challenges, and strategic development of Islamic banking in the digital era, particularly in the 

Indonesian context. Furthermore, there is still limited research that simultaneously integrates 

modern technological perspectives with Islamic normative frameworks, such as maqasid al-shariah, 

as well as technology adoption theories including the Diffusion of Innovation Theory and the Technology 

Acceptance Model (TAM). Therefore, this study is necessary to systematically identify the 

opportunities and challenges of Islamic banking in the digital era and to formulate development 

strategies that are not only adaptive to technological advancements but also consistent with Sharia 

principles and Indonesia’s empirical conditions. 
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This study aims to Identify the opportunities and challenges of Islamic banking in the era of 

digitalization. Provide strategic recommendations for the development of Islamic banking in the digital era. 

 

2. METHODOLOGY  

This study employs a library research (literature review) approach, which is a qualitative research 

method focusing on analyzing and synthesizing data from existing literature. The study draws upon 

conceptual and empirical insights from previous research, academic journals, theses, dissertations, 

research reports, textbooks, conference papers, and official documents from government agencies 

and other institutions.(Hardani, et al., 2020) 

Library research involves the systematic collection and review of scholarly materials—such 

as books, articles, and archival documents—relevant to the research topic. This method aims to 

identify patterns, theories, and conceptual frameworks that help explain the current opportunities 

and challenges of Islamic banking in the context of digital transformation. 

The data were analyzed qualitatively by synthesizing theoretical concepts and empirical 

findings from previous studies, focusing on their relevance to digital Islamic finance. The process 

includes data categorization, interpretation, and the formulation of strategic recommendations to 

strengthen Islamic banking in facing digital-era disruptions. 

 

3. RESULT AND DISCUSSION  

Opportunities for Islamic Banking in the Digital Era 

Islamic banking possesses several key opportunities in the digital era that can be 

strategically leveraged to enhance competitiveness and service quality. (Muhammad Zia Ulhaq, 

2022). 

a. Products that Meet Public Needs 

The digital era provides Islamic banking institutions with the opportunity to offer financial 

products that are more accessible, user-friendly, and aligned with customer needs. Consumers now 
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expect convenience, transparency, and efficiency in accessing financial services. Therefore, Islamic 

banks must innovate to provide products that directly respond to these expectations. 

Sharia-based financial institutions must develop customer-centered solutions that balance 

technological sophistication with compliance to Islamic principles. This includes ensuring that all 

digital banking services—such as online financing applications, mobile transactions, and digital 

zakat payments—remain transparent and ethical. In addition, banks must provide clear and 

comprehensible explanations of their products to improve customer understanding and trust 

(Muhammad Zia Ulhaq, 2022). 

b. High-Quality Human Resources 

As stated by Harisman, Director of the Islamic Banking Department at Bank Indonesia, 

the country will require approximately 10,000–14,000 skilled professionals in Islamic banking 

within the next four to five years. Human resources represent a critical asset for Islamic financial 

institutions, as they play a central role in operational excellence and customer satisfaction. 

Professionals in this sector must not only possess interpersonal and marketing skills but 

also demonstrate proficiency in financial technology and digital innovation. Such competencies are 

essential to ensure that Islamic banks remain competitive within a rapidly evolving digital 

marketplace. Qualified personnel can bridge the gap between technological development and 

Sharia compliance, thereby sustaining the integrity and growth of the Islamic financial industry 

(Muhammad Zia Ulhaq, 2022). 

c. Advanced Technology 

The adoption of advanced technology offers Islamic banks a powerful opportunity to 

enhance operational efficiency and data security. By integrating digital systems such as mobile 

applications, cloud computing, and AI-driven analytics, Islamic financial institutions can improve 

customer experience and minimize transactional errors. 

However, as technology evolves, the risk of cyberattacks and data breaches also increases. 

Therefore, Islamic banks must prioritize data protection and cybersecurity to maintain customer 

trust. In the long term, maintaining high cybersecurity standards and ethical data management will 

become key differentiators in a competitive market. Additionally, Islamic banks must remain 
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vigilant regarding potential misuse of digital platforms, such as hacking, phishing, and online fraud 

(Muhammad Zia Ulhaq, 2022).  

Although digital transformation introduces automation and efficiency, it also poses new 

challenges, including the potential replacement of human roles by machines and the high cost of 

technological investment. Hence, strategic digital adoption should be balanced with continuous 

risk management and cost-effectiveness. 

Emphasize that the continuous evolution of the digital era has created multiple 

opportunities for Islamic banking to advance both its service systems and product offerings. The 

most significant opportunities identified include: (Khairunnisa et al., 2024) 

a. Society as the Primary Market Opportunity 

Society constitutes the most substantial opportunity for Islamic banking in digital 

transformation, particularly given Indonesia’s demographic advantage. With a predominantly 

Muslim population, coupled with a growing number of Generation Z and Millennial consumers 

who are technologically literate, the potential customer base for Islamic digital banking is vast. 

These younger generations are more open to innovation and comfortable using digital 

technology in their daily financial activities. Therefore, Islamic banks that can offer user-friendly, 

Sharia-compliant digital solutions—such as mobile platforms, halal investment apps, and 

automated zakat systems—will be able to capture this market effectively. 

b. Digital Product Promotion 

Digitalization allows Islamic banks to promote and market their products efficiently 

through online channels such as social media, websites, and mobile applications. Effective digital 

marketing strategies can significantly increase public awareness and understanding of Sharia-based 

financial services. 

Campaigns enable Islamic banks to quickly communicate product benefits, gather 

customer feedback, and monitor public preferences. By leveraging these insights, Islamic banks 

can tailor their products and improve customer satisfaction. Furthermore, educational marketing 

campaigns play a key role in building public trust and reinforcing the perception of Islamic banks 

as modern, ethical, and innovative institutions. (Khairunnisa et al., 2024) 
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c. Development of Sharia-Compliant Products 

The opportunity for Islamic banking in the digital age also lies in its ability to innovate and 

deliver Sharia-compliant products that address modern financial needs. Consumers increasingly 

seek financial solutions that are ethical, transparent, and socially responsible. 

Islamic banks must respond to this demand by designing financing models and digital 

services that align with both technological developments and Islamic jurisprudence (fiqh muamalah). 

For example, digital peer-to-peer (P2P) financing, Sharia crowdfunding, and halal e-wallet 

platforms can serve as competitive alternatives to conventional fintech services. 

Moreover, with many startup companies entering the digital finance sector, Islamic banks 

have the chance to collaborate or integrate with such platforms to expand their service scope and 

fill gaps within the financial ecosystem. This collaboration can enhance innovation, increase 

financial inclusion, and strengthen the Islamic finance industry’s position in the digital marketplace 

(Khairunnisa et al., 2024) 

According to Delima and Fadhillah 2023, several additional factors reinforce the growth 

opportunities for Islamic banking in the digital era: 

a. Technology Adoption 

The adoption of technology in Islamic banking is influenced by usability, system reliability, and 

social influence from communities and families. The readiness of information and communication 

technology (ICT) infrastructure and the level of digital literacy also play pivotal roles in the 

acceptance of Islamic fintech. 

 

 

b. Strategic Responses to Fintech Development 

Islamic banks respond to fintech advancements through three main strategies: (a) collaboration 

with fintech companies, (b) channeling funds via fintech platforms, and (c) establishing 

independent fintech-like business units. Digital and green banking initiatives have also emerged as 

essential strategies for maintaining competitiveness and driving asset growth. 
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c. Product Innovation and Digital Transformation 

The introduction of digital products—such as mobile banking, digital wallets, and blockchain-

based financial solutions—enhances transparency and inclusion in the Islamic financial sector. The 

COVID-19 pandemic further accelerated digital adoption, as reflected in the increased number of 

digital customers and transactions. 

d. Financial Literacy in Islamic Banking 

Islamic financial literacy in Indonesia has improved substantially, reaching 39.11% in 2023 

compared to only 9% in 2019. However, Islamic financial inclusion remains relatively low at 

12.88%, suggesting that greater public education and outreach efforts are needed. 

e. Infrastructure, Human Resources, and Regulatory Readiness 

Strengthening ICT infrastructure and regulatory frameworks for digital and green banking 

remains crucial. Developing skilled human resources capable of managing technologies such as 

blockchain and artificial intelligence (AI) is also essential. Furthermore, adaptive regulation and 

consumer protection mechanisms are required to support sustainable Islamic banking growth. 

f. Cybersecurity and Digital Threats 

Cybersecurity stands as a major concern for digital Islamic banking. Threats such as phishing, 

malware, and ransomware necessitate the use of advanced solutions like multi-factor 

authentication (MFA), biometrics, and blockchain-based security systems to protect customer data 

and maintain system integrity (Delima & Fadhillah, 2023). 

 Challenges for Islamic Banking in the Digital Era 

As an integral component of the Islamic financial system, Islamic banking plays a critical 

role in promoting financial inclusion and providing Sharia-compliant alternatives for Muslim 

consumers. However, the digital transformation era presents a wide range of challenges that 

Islamic banks must address to remain relevant, competitive, and compliant with Islamic principles. 
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a. Human Resource Competence 

One of the most significant challenges in digital Islamic banking is the management and 

development of human resources (HR). In an era of rapid technological advancement, Islamic 

banks require professionals who not only possess a deep understanding of Sharia principles but 

also demonstrate strong competence in digital technology, data management, and fintech 

innovation. 

The shortage of professionals capable of combining expertise in both domains—Sharia 

and digital finance—creates a talent gap that hampers digital transformation. Moreover, 

competition for digital talent across industries intensifies this challenge, as skilled professionals are 

highly sought after by conventional banks and fintech firms. 

Islamic banks must, therefore, invest in continuous education and professional training to enhance 

their employees’ digital literacy, innovation capacity, and ethical understanding. Without well-

trained personnel, even the most advanced digital banking systems will fail to operate effectively 

or uphold Islamic ethical standards. As Firman 2023 emphasized, human resources serve as the 

backbone of operational success; without qualified and motivated individuals, institutional goals—

particularly those related to halal and haram compliance—cannot be realized. 

b. Consumer Protection 

Consumer protection represents another critical challenge in the context of Islamic digital 

banking. As new digital financial products emerge, the potential risks to customers—such as fraud, 

data misuse, and service errors—also increase. Islamic banks are obligated to ensure transparency 

in their products, adherence to Sharia principles, and the provision of adequate education to 

consumers regarding their rights and responsibilities. 

In Indonesia, several regulations have been enacted to protect consumers in digital 

banking, including Law No. 8 of 1999 on Consumer Protection, Law No. 10 of 1998 on Banking, 

and Financial Services Authority Regulation (POJK) No. 12/POJK.03/2018. These legal 

instruments require banks to provide clear information about potential risks, maintain data 

confidentiality, and guarantee the security of customer funds. 

Preventive protection mechanisms, such as early warning systems, consumer education 

campaigns, and digital complaint channels, are crucial to mitigating risks. Ultimately, ensuring 
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customer trust and satisfaction remains a strategic imperative for Islamic banks to strengthen their 

credibility and market competitiveness. 

c. Cybersecurity Threats 

The rise of digital transactions brings with it an escalating threat of cyberattacks. Islamic 

banks, like their conventional counterparts, are vulnerable to data breaches, hacking, phishing, 

malware, and ransomware. The increasing sophistication of cybercrime poses a direct threat to 

customer privacy, institutional reputation, and overall financial stability. 

To address these threats, POJK No. 12/POJK.03/2018 mandates that banks offering 

electronic or digital banking services implement comprehensive risk management systems, 

prudential principles, and compliance mechanisms. Islamic banks must adopt advanced 

technologies such as end-to-end encryption, identity and access management (IAM), and real-time 

monitoring systems to safeguard customer data and transactions. 

1) Cybercrime and Data Theft 

Cybercrime involves the use of digital networks and devices to conduct illegal activities, 

such as data theft, identity fraud, and unauthorized access to financial systems. Common incidents 

include the theft of personal data (credit card numbers, banking credentials) and hacking into 

digital banking systems to manipulate transactions (Faizal, Faizatul, Asiyah, & Subagyo, 2023). 

These activities can cause severe reputational and financial losses for both customers and 

Islamic banks. To counter them, institutions must implement multi-layered security measures, 

including staff cybersecurity training, network monitoring, and partnerships with law enforcement 

and cybersecurity agencies. 

2) Malware and Ransomware Attacks 

Malware refers to malicious software designed to infiltrate or damage digital systems, while 

ransomware encrypts users’ data and demands ransom for decryption. Both can severely disrupt 

banking operations and jeopardize sensitive financial information (Faizal et al., 2023). 

Islamic banks should adopt strict data encryption protocols, perform regular system 

updates, and conduct vulnerability assessments to detect potential threats. Additionally, incident 



 Iqtishaduna, Vol. 16 No. 2 December 2025 

112 |  

 

response teams must be trained to handle attacks swiftly to minimize operational downtime and 

protect consumer trust. 

3) Phishing and Social Engineering 

Phishing and social engineering attacks exploit human psychology rather than technical 

vulnerabilities. In such cases, attackers deceive individuals into disclosing confidential information 

through fraudulent emails, phone calls, or websites disguised as legitimate bank platforms (Faizal 

et al., 2023). 

Islamic banks must develop cybersecurity awareness programs for both employees and 

customers, emphasizing how to identify fraudulent messages and avoid sharing sensitive data. 

Deploying email filters, secure authentication methods (e.g., two-factor verification), and customer 

education initiatives are essential to combat these social engineering techniques. 

4) Data Breaches and Identity Theft 

Data breaches and identity theft are among the gravest threats in digital Islamic banking. 

Unauthorized access to personal or financial data can lead to substantial financial loss, reputational 

damage, and regulatory penalties. Such breaches often occur due to human error, insufficient 

security protocols, or internal misconduct (Faizal et al., 2023). 

To mitigate these risks, Islamic banks must adopt strict data governance policies, enforce 

regular audits, and implement comprehensive encryption for all customer-related data. 

Furthermore, banks should establish customer support mechanisms to assist victims of identity 

theft and ensure compliance with national and international data protection standards. 

d. Limited Financial and Digital Literacy 

Another major challenge is the low level of Sharia financial and digital literacy among the 

general public. Despite the rapid expansion of digital finance, many Indonesians still lack basic 

understanding of Islamic banking principles, leading to misconceptions that Islamic and 

conventional banking are essentially similar (Febriyani & Mursidah, 2021). 

This knowledge gap inhibits broader adoption of Islamic digital banking products and 

reduces customer trust. In particular, limited familiarity with key Sharia-based contracts such as 
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mudharabah, murabahah, and ijarah restricts people’s willingness to use Islamic financial products 

(Khairunnisa et al., 2024). 

To address this issue, Islamic banks should intensify digital education initiatives, including 

online financial literacy programs, interactive apps for Sharia finance education, and collaborations 

with universities, pesantren (Islamic boarding schools), and community organizations. Such 

programs can help bridge the literacy gap and enhance public confidence in digital Islamic banking 

services. 

e. Regulatory and Institutional Readiness 

According to Delima and Fadhillah 2023, regulatory and institutional preparedness plays a vital 

role in ensuring successful digital transformation within Islamic banking. The key challenges 

include: 

1) Cybersecurity and Data Protection: The increased use of digital services heightens 

exposure to hacking and data leaks. Islamic banks must comply with stringent data 

protection regulations and implement modern cybersecurity frameworks to maintain trust. 

2) Low Levels of Digital and Sharia Literacy: Limited digital understanding constrains the 

adoption of Sharia-compliant digital products. Regulators and institutions must collaborate 

to develop inclusive financial education programs. 

3) Infrastructure Limitations: The uneven distribution of digital infrastructure—particularly 

in rural areas—poses barriers to effective implementation of digital Islamic financial 

services. 

4) Regulatory Role of the Financial Services Authority (OJK): OJK plays a crucial role in 

formulating adaptive and technology-friendly regulatory frameworks that balance 

innovation with Sharia compliance. The establishment of regulatory sandboxes and the 

issuance of flexible policies are necessary to encourage fintech-Islamic bank collaborations. 

In summary, the digital era presents both challenges and opportunities for Islamic banking. Success 

in navigating this transformation depends on the sector’s ability to strengthen its human resources, 

enhance cybersecurity, improve literacy, and establish strong, adaptive regulatory foundations that 

align with the principles of maqāṣid al-sharī‘ah. 
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Strategic Steps for the Development of Islamic Banking in the Digital Era 

The success of Islamic banking’s digital transformation depends on a comprehensive 

strategy that integrates governance, technological infrastructure, human resources, regulatory 

support, and Sharia compliance. To achieve sustainable progress, several strategic measures can be 

implemented as follows: 

a. Formulating a Digital Transformation Roadmap (Governance and IT Roadmap) 

As suggested by Nanda Ega Rupita (2025), Islamic banks should design a comprehensive 

digital transformation roadmap that includes short-, medium-, and long-term objectives. 

The roadmap must encompass modernization of core banking systems, expansion of digital 

channels (mobile and web applications), implementation of API/Open Banking, and integration 

with the broader halal economic ecosystem. 

Equally important is ensuring that IT governance, risk management, and Sharia 

compliance mechanisms are embedded within the design process. The digital roadmap should 

align with institutional goals, regulatory standards, and ethical imperatives rooted in maqāṣid al-

sharī‘ah. 

b. Developing Digital Products and Services Based on Sharia Principles 

Islamic banks must continue to innovate in product development while ensuring strict 

adherence to Islamic law. Examples include: 

1) E-sukuk (Islamic digital bonds) 

2) Sharia-compliant peer-to-peer (P2P) financing platforms 

3) Halal e-wallets and payment gateways 

4) Digital zakat and waqf management platforms 

5) Integrated digital financial packages for halal MSMEs 

Each new digital product should undergo evaluation and approval by the Sharia Supervisory 

Board (Dewan Pengawas Syariah, DPS) to ensure full compliance with Islamic jurisprudence and 

ethics (Ichsan, Fitriyanti, & Retno, 2024). 
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Such innovations will expand access to ethical financial solutions, improve customer 

satisfaction, and strengthen the Islamic banking ecosystem’s contribution to the halal economy. 

c. Strategic Collaboration with Fintech and the Halal Ecosystem 

Islamic banking institutions should establish strategic collaborations with fintech firms and 

related industries to accelerate service expansion and innovation. 

Collaborative frameworks may include: 

1) API plug-in partnerships for system integration 

2) White-labeling arrangements for Sharia-compliant digital products 

3) Startup incubation programs for Islamic fintech ventures 

4) Regulatory sandboxes jointly facilitated with the Financial Services Authority (OJK) or 

local regulators 

According to Rozi, Wahyuni, Ar, Khowatim, and Rochayatun (2024), such collaborations 

enhance the reach of Islamic banking services—particularly in microfinance, alternative credit 

scoring, and data analytics—while preserving Sharia compliance. 

d. Strengthening Infrastructure and Cybersecurity 

1) Robust infrastructure and cybersecurity are prerequisites for trustworthy digital Islamic 

banking. 

Islamic financial institutions must invest in advanced technological systems, including: 

2) Cloud and high-availability (HA) architecture 

3) End-to-end data encryption 

4) Identity and access management (IAM) frameworks 

5) Real-time cybersecurity monitoring systems 

Additionally, Islamic banks should develop incident response plans, conduct penetration 

testing, and pursue security certifications to comply with national and global data protection 

standards. These proactive measures are critical to safeguard consumer trust and maintain the 

integrity of digital financial transactions. 
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e. Enhancing Digital Literacy and Financial Inclusion 

According to Fitria (2025), enhancing digital and Sharia financial literacy among the population 

is a fundamental step toward inclusive growth. Islamic banks should implement educational 

initiatives that target the unbanked and underbanked populations through: 

1) Simplified digital onboarding procedures 

2) Community-based digital literacy workshops 

3) Interactive campaigns on zakat, waqf, and Islamic investment 

4) Multi-channel awareness programs in local languages via mosques, pesantren, and 

community groups 

These initiatives not only expand the customer base but also foster a deeper understanding of 

ethical finance and its role in promoting economic justice and sustainability. 

f. Developing Human Capital and a Data-Driven Culture 

Human capital development remains at the core of successful digital transformation. 

Islamic banks must recruit, train, and retain talents skilled in both technology and Sharia finance, 

such as IT specialists, data analysts, product managers, and digital compliance officers (Setiawan 

& Pratama, 2021). 

In addition, institutions should implement data-driven management systems, leveraging 

big data analytics and artificial intelligence (AI) to optimize operations, detect fraud, and deliver 

personalized financial products. 

By embedding a culture of innovation and ethical data utilization, Islamic banks can 

achieve sustainable growth while upholding Sharia integrity. 

g. Strengthening Sharia Compliance and Digital Regulatory Frameworks 

To ensure digital innovations remain aligned with Islamic values, it is crucial to harmonize 

Sharia rulings (fatwas) with evolving digital regulations. 

This includes: 
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1) Incorporating provisions for digital consumer protection, e-signatures, and electronic 

documentation into Sharia rulings 

2) Establishing interdisciplinary committees to assess fintech innovations from both 

technological and jurisprudential perspectives 

3) Actively participating in policy forums and regulatory consultations to advocate for 

supportive and innovation-friendly frameworks (Ichsan et al., 2024) 

Such harmonization will ensure that digital transformation strengthens, rather than 

compromises, the ethical foundations of Islamic finance. 

h. Focusing on MSMEs and the Halal Value Chain 

As proposed by Fitri, Sirait, and Sugianto (2023), Islamic banks should focus on empowering 

micro, small, and medium enterprises (MSMEs) and integrating them into the broader halal 

economy. Strategic initiatives may include: 

1) Providing integrated digital financial packages that combine financing, payment, 

certification, and digital marketing tools for MSMEs 

2) Developing data integration systems along halal supply chains to facilitate asset-based and 

revenue-based financing 

3) Partnering with halal industry stakeholders to enhance market access and ensure 

compliance with ethical standards 

By prioritizing MSMEs, Islamic banks can play a pivotal role in fostering inclusive economic 

growth, supporting entrepreneurship, and strengthening the halal value chain at both national and 

global levels. 
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4. CONCLUSION  

Digital transformation is not merely an option but a strategic necessity for Islamic banking 

to remain relevant and competitive in the digital era. To maximize opportunities and mitigate 

challenges, an integrated strategy is required, encompassing the development of a digital 

transformation roadmap, the strengthening of technological infrastructure and data security, the 

development of Sharia-oriented digital human resources, the enhancement of financial literacy and 

inclusion, collaboration with Islamic fintech, and the alignment of regulations and fatwas with 

technological advancements. The implementation of these strategies is expected to strengthen 

public trust and position Islamic banking as a key pillar in realizing a modern, transparent, and 

equitable Islamic financial system. 
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